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Kyushu University Hospital Wireless LAN Internet Connection Service Terms of Use 

 

 

(Purpose)  

Article 1. These terms and conditions shall stipulate the necessary matters concerning 

the use of the public wireless LAN Internet access environment (hereinafter referred 

to as “Public Wireless LAN”) maintained by Kyushu University Hospital (hereinafter 

referred to as “the Hospital”). 

(Modification of Terms of Use)  

Article 2. The Hospital may modify these Terms of Use without notice when deemed 

necessary. If a user uses the Service after the modification of these Terms of Use, 

the user shall be deemed to have agreed to the modified Terms of Use. 

(Hours and locations of services) 

Article 3. Users may use the public wireless LAN at the following places and times. In 

principle, this service is operated 24 hours a day, but this service may be 

temporarily suspended for maintenance or other reasons.  

(1) Outpatient (6:00 - 24:00)  
(2) Ward (6:00 - 24:00)  

(Required for use) 

Article 4. Those who wish to use the public wireless LAN must prepare the following 

items at their own risk. The hospital will not lend out equipment, software, or other 

items. Users must take care of the equipment they bring with them. The institute will 

not be held responsible for theft, loss, damage, etc. 

(1) Smartphones, tablet PCs, notebook PCs, and other devices  
(2) public wireless LAN interface  
(3) Browsing software, etc.  

(Use) 

Article 5. Users can connect to the Internet using public wireless LAN.  

2．Users shall not use the public wireless LAN without agreeing to these Terms of Use. 

3．Persons using the public wireless LAN shall be deemed to have agreed to these terms 

and conditions.  

4．There shall be no charge for the use of the public wireless LAN.  

5．Implement security measures on the terminal and use it at your own risk. 

6．In order to support a variety of mobile terminals, the public wireless LAN 

communication path is not encrypted, so users must be aware that there is a 

possibility that malicious users may steal personal information, etc. before using 

the system.  

7．Only services using HTTP and HTTPS are allowed. Network games, sending/receiving mail 

via SMTP/IMAP/POP, etc. are not allowed.  

8．When accessing content with audio, etc., use earphones, etc., and be mindful of your 

surroundings.  

9．The Institute will not provide individual support for use, such as connection 

methods, settings, and equipment operation.  

10. Users must take care not to disturb other users or third parties.  



11. When using the Service, the user must comply with any instructions given by 

hospital staff to refrain from using the equipment or other devices. 

(Interruption of service) 

Article 6. The service may be interrupted without notice when deemed necessary by the 

Hospital, such as when maintenance or construction of telecommunication facilities is 

unavoidable, when the telecommunication business of the connecting service provider 

is suspended, or when a serious operational event occurs.  

2．The Institute shall not be liable for any damage incurred by the user or a third 

party due to the interruption of public wireless LAN service.  

(Disclaimer, etc.)  

Article 7. The Institute does not guarantee the completeness, accuracy, certainty, 

usefulness, etc. of any information, etc. obtained by users through the use of the 

public wireless LAN.   

2．For the provision, delay, modification, discontinuance or abolition of the public 

wireless LAN service, loss of user information registered, provided or collected through 

the public wireless LAN, damage caused by computer virus infection of the user's 

terminal, data corruption or leakage, or any other damage incurred by the user in 

connection with the public wireless LAN, the Hospital shall not be liable for such 

damages.   

3．Paid services used by a user on the Internet shall be paid for by said user.  

4．The user's device settings for connection to the public wireless LAN shall be made by 

the user. In this case, the Hospital shall not be held responsible if the public 

wireless LAN cannot be used due to the model, OS, software, etc. to be connected. 

In principle, the Hospital will not accept individual inquiries about how to connect to 

the public wireless LAN.  

5．The Hospital shall not be liable for any disputes with other users or third parties 

that may arise as a result of the User's use of the public wireless LAN. 

6．In order to ensure appropriate use of the public wireless LAN, the Hospital may 

record user access logs or restrict communication to specific sites. 

7．The recorded access logs may be submitted to investigative agencies, etc. upon 

request.  

8．The Hospital does not guarantee a stable connection environment and communication 

speed in public wireless LANs at all times.  

9．In case of a large number of users, it may be impossible to connect to the public 

wireless LAN, for which the Hospital shall not be held responsible.  

(Prohibited items)  

Article 8. The following acts are prohibited in this service. If any of the following 

acts are discovered, the Hospital may immediately block the relevant communication. 

In the event that a user causes damage to another person by engaging in any of the 

prohibited acts, the user shall be responsible for resolving the matter at the user's 

own expense, and the Hospital shall not be liable for any loss or damage. 

(1) Indiscriminate sending of e-mails, etc. against the will of the recipient  
(2) Sending e-mails, etc. that may be objectionable to a third party without the 

consent of the person concerned.  

(3) Acts of exchanging files that infringe on copyrights, intellectual property 
rights, privacy, or portrait rights; acts of sending or receiving obscene, child 

pornographic, or other material unsuitable for minors, as well as images, videos, 

or texts that constitute child abuse. 



(4) Acts that infringe or may infringe copyrights, intellectual property rights, 
privacy, portrait rights, or other rights  

(5) Acts of using the Service by impersonating a third party.  
(6) Transmitting harmful computer programs, etc. or leaving them in a state where 

they can be received by a third party.  

(7) Acts that interfere with the operation of the Service by a third party or the 
Facilities, the business operation of the Hospital, or the use of the Service by 

a third party.  

(8) Acts that violate laws and regulations or offend public order  
(9) Acts of facilitating the acquisition of information or data, etc. that could be 

seen as falling under any of the preceding items by means such as linking to such 

information or data, etc. and encouraging such acts  

(10) Actions that continuously generate a large volume of communications that 

significantly exceeds the statistical average usage, and that place an excessive 

load on the Hospital 's network or a third party's network. 

(11) Acts that defame or slander a third party or this Hospital  

(11) Using mobile devices while walking in the hospital  

(12) Other acts deemed inappropriate by the Hospital  

(13) Other than the above, any act that causes or may cause disadvantage or damage to 

a third party or this Hospital 

(Contract cancellation)  

Article 9. In the event that a User falls under any of the following, the Hospital may 

immediately suspend the use of the said User without prior notice, immediately terminate 

the User Agreement, and demand compensation from the User for any damages suffered by 

the User. 

(1) If you engage in any prohibited activities 
(2) In the event of a violation of these Terms and Conditions 
(3) Other cases in which the hospital deems you inappropriate as a user  

 

  

  


